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Hostname  ap ap uptime is 5 minutes 

  
Security: Global SSID Manager  

SSID Properties

Current SSID List   

 

 SSID:  

 

VLAN:     Define VLANs  
Backup 1:   

Backup 2:   

Backup 3:  

< NONE >

 
Interface: Radio0-802.11G 

Radio1-802.11A 

 Network ID:  (0-4096) 

   

  Delete   

     

Client Authentication Settings

 Methods Accepted:

   Open 
Authentication: 

 < NO ADDITION>

   Shared 
Authentication: 

 < NO ADDITION>

   Network EAP:  < NO ADDITION >

     

 Server Priorities: 

  EAP Authentication Servers MAC Authentication Servers

   Use Defaults   Define Defaults  Use Defaults   Define Defaults

   Customize  Customize

  Priority 1:   < NONE > Priority 1:   < NONE >

  Priority 2:   < NONE > Priority 2:   < NONE >

  Priority 3:   < NONE > Priority 3:   < NONE >

 

Client Authenticated Key Management

  Key Management:  < NONE >  CCKM  Enable WPA     WPA
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 WPA Pre-shared Key:   ASCII  Hexadecimal 

       

IDS Client MFP 

   Enable Client MFP on this SSID:  < NONE >

 

AP Authentication 

 Credentials:      Define Credentials

 Authentication Methods 
Profile:      Define Authentication Methods Profiles

 

Accounting Settings

  Enable Accounting Accounting Server Priorities:

  Use Defaults   Define Defaults

  Customize

 Priority 1:   < NONE >

 Priority 2:   < NONE >

 Priority 3:   < NONE >

   

General Settings

  Advertise Extended Capabilites of this SSID 

   Advertise Wireless Provisioning Services (WPS) Support

   Advertise this SSID as a Secondary Broadcast SSID 

  

  Enable IP Redirection on this SSID

IP Address:  

IP Filter (optional):      Define Filter< NONE >

    

 
Association Limit 
(optional):  (1-255)

 

 Call Admission Control:  Enable  Disable 

 

 EAP Client (optional):

Username:   Password:  
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Multiple BSSID BeaconSettings

 Multiple BSSID Beacon

  Set SSID as Guest Mode

  Set DataBeacon Rate (DTIM): (1-100)

   Apply Cancel

Guest Mode/Infrastructure SSID Settings

 

Radio0-802.11G:

  Set Beacon Mode: Single BSSID        Set Single Guest Mode SSID:  < NONE >

  Multiple BSSID 

  Set Infrastructure SSID:   Force Infrastructure Devices to associate only to this SSID < NONE >

 

Radio1-802.11A:

  Set Beacon Mode: Single BSSID        Set Single Guest Mode SSID:  < NONE >

  Multiple BSSID 

  Set Infrastructure SSID:   Force Infrastructure Devices to associate only to this SSID < NONE >

  

    Apply Cancel

Close Window Copyright (c) 1992-2008 by Cisco Systems, Inc. 
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